|  |  |
| --- | --- |
| **id = 19** | Beheertaak : ACL is ingezet tussen VLAN's |
| **Omschrijving** | Wat houdt deze beheertaak in? |
| Houdt in dat Acces Control Lists zijn geconfigureerd om het verkeer tussen verschillende Vlans te beheren en te beperken. | |
| **Uitvoering** | Welke commando’s gebruik je om te zien of het werkt? |
| Show access-list | |
| **Verwachting** | Waar kun je precies aan zien of het werkt of niet werkt? |
| Na het uitvoeren van het commando, kun je zien of er een ACL is ingezet of niet. | |
| **Impact** | Wat is het risico als deze taak niet wordt uitgevoerd? 1 = laag, 2 = middel, 3 = hoog risico |
| 3, Het niet instellen van een ACL tussen VLAN’s brengt een hoog risico met zich mee omdat het de beveiliging van het netwerk in gevaar kan brengen en niet toegestane toegang tot netwerkbronnen mogelijk maakt. | |
| **Advies** | Mocht na de controle het niet juist of correct zijn ingesteld, wat is dan het advies? |
| Ga naar de CLI om de ACL in te zetten tussen VLAN’s  Enable Configure terminal ip acces-list extended (Naam voor acces-list)  Exit | |